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Terms of reference

Pursuant to section 10 of the Law Reform Commission Act 1967, the NSW Law Reform Commission is asked to review and report on:

(1) Laws that affect access to a NSW person’s digital assets after they die or become incapacitated.

(2) Whether NSW should enact legislation about who may access a person’s digital assets after they die or become incapacitated and in what circumstances.

(3) What should be included in any such legislation.

In particular, the Commission is to consider:

(a) Relevant laws including those relating to intellectual property, privacy, contract, crime, estate administration, wills, succession and assisted decision-making.

(b) Policies and terms of service agreements of social media companies and other digital service providers.

(c) Relevant jurisdictional issues, including the application of NSW laws, Commonwealth laws and the laws of other jurisdictions.

(d) Appropriate privacy protections for the electronic communications after a person dies or becomes incapacitated.


(f) Any other matters the NSW Law Reform Commission considers relevant.

[Received 26 March 2018]
Questions

(1) When a person dies what should it be possible for third parties to do in relation to the person’s digital assets? In particular:
   (a) Who should be able to access those assets?
   (b) What assets should they be able to access?
   (c) For what purposes should they be able to access them?
   (d) What documentation should be needed to authorise a person to access those assets?
   (e) What restrictions should there be on that access?

(2) When a person otherwise becomes incapable of managing their digital assets what should it be possible for third parties to do in relation to those assets? In particular:
   (a) Who should be able to access those assets?
   (b) What assets should they be able to access?
   (c) For what purposes should they be able to access them?
   (d) What documentation should be needed to authorise a person to access those assets?
   (e) What restrictions should there be on that access?

(3) Should NSW enact a law that specifically provides for third party access to a person’s digital assets upon death or incapacity? Why or why not?

(4) If NSW were to legislate to provide specifically for third party access to a person’s digital assets upon death or incapacity:
   (a) How should the law define “digital assets”?
   (b) How can the law appropriately balance privacy considerations with access rights?
   (c) How can the law best overcome conflicting provisions in service agreements?
   (d) How can the law best overcome provisions in service agreements that apply the law of some other jurisdiction?
   (e) What else should the law provide for?

(5) What alternative approaches might be desirable to deal with the issue of third party access to digital assets upon death or incapacity?

(6) What amendments could be made to existing NSW laws to ensure appropriate third party access to digital assets upon death or incapacity?
1. Introduction

In brief
We describe the scope of our review and our intended approach, and outline the contents of this consultation paper.

This review.................................................................................................................................. 1
Our approach............................................................................................................................... 1
This consultation paper ............................................................................................................... 1

This review

1.1 In summary, the Attorney General has asked us to review and report on:

- the laws that affect who can access a person’s digital assets after they die or become incapacitated, and in what circumstances
- whether NSW needs new laws in this area, and
- what should be included in any such laws.

Our approach

1.2 To help us identify relevant issues and concerns, we invited preliminary submissions on our terms of reference. We received 15 preliminary submissions (listed in Appendix A). These submissions have helped inform this paper.

1.3 After we receive responses to the questions in this paper, we will conduct targeted consultations before producing a final report. We will also post online surveys that you can complete instead of making a formal submission.

1.4 Our approach may change depending on the information we learn during this review.

1.5 All of the documents we publish as part of this review will be on our website: www.lawreform.justice.nsw.gov.au.

1.6 Follow us on Facebook www.facebook.com/NSWLawReform or Twitter @NSWLawReform for further information and updates.

This consultation paper

1.7 The purpose of this consultation paper is to:

- outline how we intend to conduct the review
- describe the current laws affecting access to digital assets in NSW
CP 20  Access to digital assets upon death or incapacity

- describe practices being used to overcome the legal impediments to access
- consider recent innovative changes to the law in other jurisdictions, and
- seek your views about what, if anything, needs to change.

1.8 The remaining chapters of this consultation paper are arranged as follows:

- **Chapter 2: Background and context.** We introduce the concept of “digital assets”. We discuss the reasons why it might be necessary to access a person’s digital assets upon their death or incapacity, and the difficulties that relatives, friends and representatives can face. We describe the rise of litigation and some of the privacy considerations in this area of law, and the non-legislative arrangements that facilitate third party access to digital assets.

- **Chapter 3: Laws affecting third party access to digital assets.** We provide an overview of the laws affecting access to digital assets in NSW. There is no law in Australia that directly deals with accessing or transferring digital assets upon a person’s death or incapacity. However, there are several existing laws that are relevant, and which have competing considerations.

- **Chapter 4: Developments in other jurisdictions.** We consider recently enacted laws in other jurisdictions that specifically address the question of who can access a person’s digital assets after death or incapacity and in what circumstances.

- **Chapter 5: Proposals for reform.** We discuss the case for legislative reform to enable some categories of people to access another person’s digital assets upon death or incapacity. We consider whether NSW or the Commonwealth should implement reform, and discuss the limited application of NSW legislation in a digital context. Finally, we propose a possible law reform approach and invite submissions on specific questions.
2. Background and context

In brief

We introduce the concept of “digital assets”. There are a number of reasons why it might be necessary to access a person’s digital assets upon their death or incapacity, and relatives, friends and representatives can face difficulties in seeking and obtaining access. This area of the law has seen the rise of litigation and concerns about privacy. Sometimes non-legislative arrangements are used to facilitate third party access to digital assets.
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2.1 The nature of property and our methods of communication have changed significantly in recent years. Most people now have at least some items and communications stored digitally, either on a tangible electronic device (such as a laptop or phone) or on a third party’s server. This might include, for example, emails, online bank accounts, social media profiles and photographs. In this paper, we refer to such items and communications as “digital assets”.

2.2 There are practical and legal problems in managing the digital assets of people who have died.1 Similar problems arise if someone can no longer manage their digital assets because of, for example, a brain injury, dementia or a serious illness. Users of digital assets may not consider the fate of these assets when they can no longer manage them, and often do not expressly provide for their disposition in the event of death or incapacity.2 Even when they do, their instructions may conflict with the terms of service agreements that users enter into when they set up online accounts. Some service providers have explicit policies on what will happen to a person’s account when they die, but many do not. Even when these policies are included in a service agreement, users may not be fully aware of their effect,3 and may fail to make provision for accessing these assets or applying the policies.

2.3 Access to a person’s digital assets upon their death or incapacity is increasingly important. Personal representatives such as executors, administrators, attorneys under a power of attorney and trustees may need access to digital assets to deal effectively with a person’s financial or personal affairs. Friends and relatives may

1. P Stokes, Preliminary Submission PDI4, 2.
also want access to these assets for sentimental reasons. Arguably, the current law in NSW does not effectively address these issues.

What do we mean by digital assets?

2.4 The concept of “digital assets” has no standard legal definition. In order to keep this discussion broad, at least at this early stage of our review, we have adopted a broad definition. When we talk about a “digital asset” in this consultation paper, we mean any item of text or media that has been formatted into a binary source and over which a person has some form of rights. This might include, for example:

- **personal assets** such as email and email accounts, text messages, blogs, websites, social media profiles and accounts, digital music collections, eBook collections, digital photographs and video sharing accounts (such as YouTube)
- **financial assets** such as online bank accounts, online purchasing accounts (such as Amazon and PayPal), and cryptocurrency4
- **business assets** such as online store accounts (such as EBay, Pandora and Spotify), customer orders, addresses and payment information
- **intellectual property rights** that attach to assets such as domain names and images and writing stored on a computer
- **loyalty program benefits** such as frequent flyer points
- **sports gambling accounts**, and
- **online gaming accounts**, characters and virtual property.

The importance of access

2.5 There are many reasons why access to digital assets upon death or incapacity is important. These include:

- **Financial value.** A person may have significant funds in a bank, PayPal, eBay or Bitcoin account, which their personal representative must collect and distribute to the person’s beneficiaries.5 Personal blogs and social media accounts can generate income, and many online games create rewards that can be traded for money. A person may have a valuable copyright interest in a literary work that only exists online. A representative will need access to these assets to administer a person’s estate.

- **Sentimental value.** Photos, emails, and instant messages may have sentimental value to a person’s friends and family. Social media profiles increasingly play an important social role as a site of interaction and

---
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commemoration when social media users die. If access to these assets is barred, the emotional impact can be significant. The development of “interactive personality constructs” is another emerging issue. These are artificial-intelligence driven systems designed to continue to interact online with surviving family and friends in the same way the deceased interacted when they were alive. Family and friends of the deceased user will necessarily have a stake in the use and control of such technologies.

- **Loss of “paper trails”**: Banks and other institutions are increasingly issuing statements and bills to customers via email or other online accounts. Small business owners sometimes manage their orders and invoices through their personal email accounts. Therefore, personal representatives may need access to these accounts to identify the extent of a person’s assets and liabilities.

- **Protecting privacy and confidentiality**: Online accounts may contain significant amounts of personal information that other people should be restricted or prevented from seeing. Therefore, personal representatives may need to be able to close these accounts or delete certain content.

- **Reducing the risk of identity fraud**: When an individual cannot continue to monitor their online accounts because of incapacity or death, it becomes easier for others to hack their accounts and impersonate the account holder. Therefore, representatives and families may need to be able to monitor and protect a person’s account; for example, by terminating the account, or changing passwords when suspicious activity is detected.

**Impediments to access**

2.6 Despite the many legitimate reasons for seeking access to a person’s digital assets after their death or incapacity, family members and representatives can encounter significant practical difficulties.

---


One major impediment is that few users of digital assets consider the fate of these assets upon their death or incapacity. In a national survey administered by Charles Sturt University and the University of Adelaide, 82% of participants reported that they had digital assets of some kind. Of those that had digital assets, 71% were unaware of what would happen to those assets upon death or incapacity.\textsuperscript{15}

These findings are similar to those of an online survey undertaken by the NSW Trustee and Guardian. This survey found that nine out of ten Australians have a social media account, but 83% have not discussed with their friends or relatives what they want to happen to their accounts after death.\textsuperscript{16} Additionally, only 3% of Australians who have a will had specifically decided what to do with their social media accounts in the event of death.\textsuperscript{17} As a result, third parties will not necessarily have permission to access another person’s digital assets, even if it is likely the person would have wanted them to.

Other impediments to access can include:

- **Passwords and encryption.** Most online accounts are password-protected, and the passwords can only be reset with access to the account holder’s email account.\textsuperscript{18} Additionally, accessing data stored on a computer or other device may not be possible if it is password-protected.

- **Service agreements.** Even if the personal representative or family member has the person’s password to their online account, the service provider’s agreement may prohibit access by anyone except the original user. Some service agreements specifically prohibit transferring the contents of a person’s account after their death.

- **Laws prohibiting access.** Commonwealth and NSW criminal laws prohibit unauthorised access to restricted data held in a computer. Even if a person were “authorised” to manage the assets, this may not protect them from liability.\textsuperscript{19}

- **Laws prohibiting content sharing.** The US Stored Communications Act ("SCA"),\textsuperscript{20} prohibits public providers of electronic communication services or remote computing services from “knowingly divulging to any person or entity the contents of a communication which is carried or maintained on that service.”\textsuperscript{21} Service providers are therefore cautious about disclosing information when the SCA applies, and reluctant to risk civil liability for disclosing private information.\textsuperscript{22}

Carers NSW has heard from many carers about the difficulties they have experienced accessing important documents, recovering passwords and administering accounts and assets in the event of the person’s death or incapacity.

\textsuperscript{15} A Steen and others, *Estate Planning in Australia* (Charles Sturt University, 2017) 18-19.
\textsuperscript{17} NSW Trustee and Guardian, *Digital Assets Webinar* (27 October 2015) 09:43.
\textsuperscript{19} See [3.60]-[3.67].
\textsuperscript{20} 18 US Code §2701-2712.
\textsuperscript{21} 18 US Code §2702.
\textsuperscript{22} STEP Australia, *Preliminary Submission PDI6*, 7.
incapacity. Surmounting these obstacles can be emotionally and financially costly, especially if litigation occurs.

The rise of litigation

2.11 In light of the difficulties that family members and representatives can face in accessing digital assets, there is an emerging trend of legal action being taken against service providers in order to gain access. In the earliest case about access to digital assets, the parents of a US soldier who died in 2004 sued Yahoo! which denied them access to his email account. The parents sought access for largely sentimental reasons, as email was their son’s primary method of communication during his deployment. Ultimately, the court ordered Yahoo! to provide copies of the emails but the parents were not granted access to the account itself. Since then, Yahoo! has revised its terms of service to state that a person’s accounts are not property of their estate.

2.12 In another US case, a woman initiated legal proceedings after Facebook changed the password to her deceased son’s account and prevented her from accessing it. The woman had unsuccessfully made an access request to Facebook, but later worked out the password from information provided by her son’s friends. Within two hours of her accessing the account, the site’s administrators changed the password. After lengthy legal proceedings, Facebook granted her 10 months of access before the account was taken down.

2.13 In 2012, the executors of a deceased British woman’s estate brought proceedings in California to access records from her Facebook account, which they believed contained critical evidence of her state of mind at the time of her death. The court in California granted Facebook’s motion to quash the subpoena, and refused to address whether Facebook could voluntarily disclose the content.

2.14 More recently, a US couple sought access to their son’s Facebook and Gmail accounts to try to understand why he took his own life. Even after they obtained a court order stating that they had a legal right to access their son’s digital assets as his heirs, Facebook refused to disclose the son’s personal account information.

2.15 In July 2018, the Federal Court of Justice in Germany ruled that German people have the right to access the social media accounts of their deceased relatives. The decision came after the parents of a 15 year old girl tried to access her Facebook profile, including posts and private messages, to determine whether her death was

---

23. Carers NSW Australia, Preliminary Submission PDI13, 7.
an accident or suicide. The Court decided that social media accounts can be inherited in the same way that documents such as diaries and letters can.\(^{31}\)

It appears that Australian courts have not yet dealt with such issues.

### Privacy considerations

2.17 Significant amounts of personal information are transmitted over the internet and stored on electronic devices\(^{32}\) and the disclosure of this information can harm legitimate interests.\(^{33}\) Protecting the privacy of users’ information is the main stated reason behind most access limitations.\(^{34}\) For instance, Microsoft has stated that:

> The right to privacy and the security of our customers’ data is a fundamental concern to Microsoft. Our users expect Microsoft to keep their information private and secure even in the event of death or incapacitation. Our primary responsibility is to honor this expectation.\(^{35}\)

2.18 Privacy in the digital realm is an increasing concern for the public and for legislators, especially in the wake of incidents like the Cambridge Analytica major data breach. In this incident, a data analytics firm harvested millions of Facebook profiles and used them to build a software program to predict voting intentions and influence votes in the UK and US.\(^{36}\)

2.19 Permitting third party access to a deceased or incapacitated person’s digital assets may raise genuine privacy concerns. For this reason, any law designed to make access to digital assets easier for third parties will need to strike an appropriate balance between the interests of those seeking access and the privacy interests of account holders.

### Facilitating third party access to digital assets

2.20 People have been finding practical methods to address the barriers that third parties face in accessing another person’s digital assets upon death or incapacity. These methods overcome some, but not all, of the barriers posed by service agreements and applicable laws.

---


33. NSW Privacy Commissioner, Preliminary Submission PDI9, 2.


Digital registers and digital trust assets

2.21 Digital registers are an emerging approach to managing access to digital assets upon death. A digital register is an inventory of a person’s digital assets, including those stored in online accounts and on devices in which they record their account numbers, usernames, and directions about what they want done with their digital assets. They may also appoint a “digital executor” to manage these assets. The digital executor need not be the same person appointed to manage their other assets.

2.22 The Australian Communications Consumer Action Network and the NSW Trustee and Guardian advocate this approach, although they caution against directly listing usernames, passwords and answers to security questions in a person’s will. Instead, they suggest including such details in a letter to the person’s executor.

2.23 However, making an inventory of accounts and usernames to facilitate access to these accounts by others does not necessarily mean that the person passes on the legal right to use the account and the information contained within it. In fact, sharing access information may contravene the terms of service agreements. Therefore, a service provider, upon being made aware of a person’s death or incapacity, may still deny access to the nominated party or even change the password to the person’s account.

2.24 In Australia, some service providers such as iiNet, Optus, and Telstra permit legal personal representatives to access someone else’s account, provided they have permission from the account owner and can verify their identity.

2.25 Trusts can also be used to facilitate access to a person’s digital assets. Digital assets in the form of licences can be transferred to a trust, and in the event of the person’s death or incapacity, the trustee has authority to manage the assets and transfer them to beneficiaries in accordance with instructions. However, it is unclear whether digital asset trusts are a valid method of distributing digital assets where service agreements prevent transferability.

Digital legacy services

2.26 Another approach to managing access to digital assets upon death or incapacity is to use “digital legacy services”. Websites such as SecureSafe and Password Box...
enable users to store passwords and instructions that allow nominated individuals to access their digital assets and carry out their wishes. Australian sites include Your Digital File, which enables users to create a “Data Legacy” and give nominated people access to certain files in case of a “trigger event”, and eClosure, which helps people find and close online accounts, as well as search Australian financial institutions for missing funds, superannuation and shares.

However, these management sites have a tendency to develop and disappear quickly, so there is no guarantee that they will continue to exist. And like digital registers, using digital legacy services may violate the terms of service agreements, meaning that a nominated legacy person still may be denied access.

Digital archives

A person may facilitate access to their digital assets upon their death or incapacity by creating and maintaining a personal digital archive. Service providers such as Facebook and Twitter allow users to download a record of their personal data, and users may then store the files on external storage devices.

This practice relies on individual users taking responsibility for preserving their digital assets. In reality, few people methodically download and store their content in a format that is accessible to others upon their death or incapacity. Storage methods can change as technology evolves, and if a storage device becomes unusable, content may be lost.

---

52. E van der Nagel and others, Death and the Internet: Consumer issues for planning and managing digital legacies (University of Melbourne, 2nd ed, 2017) 3.
3. Laws affecting third party access to digital assets

In brief

There is no law in Australia that directly deals with accessing or transferring digital assets upon a person’s death or incapacity. However, there are some laws that affect access to digital assets in NSW. These include laws relating to wills, administration of deceased estates, assisted decision-making, contract, crime and privacy.
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3.1 There is no law in NSW that directly deals with accessing or transferring a person’s digital assets upon death or incapacity. However, a number of existing laws affect such access. In this Chapter, we describe these laws and examine the potential difficulties with them as they are currently framed.

3.2 While some laws might be said to favour access, others work against it. For instance, estate administration and assisted decision-making laws arguably require access to another person’s digital assets upon death or incapacity, while contract and criminal laws may prohibit access.1

3.3 One difficulty with many of these laws is that they were drafted before the widespread use of digital assets. As a result, their effect in relation to digital assets is unclear.

3.4 Another difficulty is that some of the laws that prevent access to the digital assets of NSW residents are not NSW laws. An example is the US Stored Communications Act ("SCA") which prohibits some providers of electronic services from divulging the contents of a communication carried or maintained on their service. Many companies that provide such services, for example, Facebook and Google, are subject to this law. We cannot recommend changes to laws outside NSW, although in some cases we may be able to make recommendations that affect the impact of such laws in NSW.

### The law of wills

3.5 Under the *Succession Act 2006* (NSW) ("*Succession Act*"), a person may give away property to which they are entitled at the time of their death through a will. They can also specify how their property is to be controlled.

3.6 At common law, a person may give property to another, in contemplation of death. Property given in this way cannot be given to someone else through a will. The gift is conditional upon the donor’s death and the donor may revoke it at any time before death. This is traditionally referred to as a *donatio mortis causa*. It is an open question whether digital assets can be given in this way, for example, by giving the recipient an account’s log-in and password.

3.7 On one view, people should be able to give away their digital assets in the same way they can give away other forms of property — particularly where the digital asset has monetary value. They may also wish to give access to a representative to manage or terminate their email and social media accounts upon their death.

### Difficulties in the context of digital assets

3.8 There are at least three difficulties with the intersection of the law of wills and digital assets.

3.9 First, it is unclear whether digital assets are considered "property" for the purposes of the *Succession Act*. The Act does not clearly define "property". It simply states that it "includes any valuable benefit". In the *Interpretation Act 1987* (NSW), "property" means "any legal or equitable estate or interest (whether present or future and whether vested or contingent) in real or personal property of any description, including money, and includes things in action".

---

2. 18 US Code §2701-2712.
3. 18 US Code §2702.
5. A Swan, "Personal ownership versus control" in *Australian Estate Planning* (CCH Intelliconnect, 2017) [6-100].
9. *Succession Act 2006* (NSW) s 3 definition of “property”.
There are a number of reasons why a digital asset may not fall within this definition. One example is if a third party holds the digital asset and a service agreement restricts the user’s property rights, such as the right to transfer it to someone else. QANTAS frequent flyer points fall into this category. Membership of a QANTAS Frequent Flyer program is terminated automatically following the death of a member. QANTAS points accrued will be cancelled and cannot be redeemed or transferred following the member’s death.\footnote{QANTAS, Frequent Flyer “Terms and Conditions”, (24 July 2018) cl 8.3 <www.qantas.com/au/en/frequent-flyer/discover-and-join/terms-and-conditions.html> (retrieved 23 August 2018).}

Applicable service agreements can restrict access to digital assets in other ways as well. We discuss the issue of service agreements more broadly below.\footnote{[3.26]-[3.59].}

Because it is unclear whether digital assets are “property” under the Succession Act:

- it can be difficult for people to know which digital assets they can give away by will and which ones they cannot,\footnote{England and Wales Law Commission, Making a will, Consultation Paper 231 (2017) [14.14].} and

A second difficulty is that the plethora of individual policies and service agreements that can apply to assets has created a “labyrinth of parallel succession regimes, containing a completely different set of rules for each service that can only be found and (hopefully) understood by reading through the many pages of ‘fine-print’ terms and conditions”.\footnote{STEP Australia, Preliminary Submission PDI6, 11.}

A third difficulty relates to whether instructions in a valid will take precedence over other forms of instructions. For example, a person may have given instructions about what should be done with their Facebook page using Facebook’s Legacy Contact tool.\footnote{For a description of what Facebook’s Legacy Contact Tool is, see [3.34]-[3.39].} If a person has made a will that gives instructions about what to do with their Facebook page, but the person has given conflicting instructions through the Legacy Contact Tool, it is unclear which instructions would prevail.

Possible law reform approaches

Ways to resolve these issues might include:

- Amending the definition of “property” in the Succession Act or otherwise clarifying in legislation what type of digital assets a person should be able to give away or give access to by will.
- Specifying in legislation what succession laws should apply when there is a connection to NSW.

\footnote{STEP Australia, Preliminary Submission PDI6, 11.}
- Clarifying in legislation what status instructions in a will have compared with other conflicting directives that a person has made.

Administration of deceased estates

3.16 In NSW, the administration of a deceased person’s assets is subject to the Probate and Administration Act 1898 (NSW) ("Probate and Administration Act"). Upon the grant of probate of the will or letters of administration, the deceased person’s estate vests in their legal personal representative. This entitles the legal personal representative to administer the estate.

3.17 When applying for a grant of probate or administration, the applicant must disclose the assets and liabilities of the deceased. Legal personal representatives also have statutory obligations to verify and file an inventory of the deceased’s estate and pay the deceased’s debts.

3.18 Legal personal representatives also have fiduciary duties to the beneficiaries of deceased estates, such as the duty to maximise the value of the estate, to prevent waste, and to exercise the care, skill and diligence of a prudent person. Beneficiaries have a right to due administration of the estate.

3.19 If a legal personal representative is barred from accessing some of the relevant assets, they may be unable to satisfy their statutory responsibilities and equitable obligations.

Difficulties in the context of digital assets

3.20 The Probate and Administration Act does not specifically address the question of access to a deceased person’s digital assets. If other laws prevent access, and a legal personal representative has to get a court order for access to a person’s digital assets, the costs of litigation can add significantly to the expense and time of estate administration.

Possible law reform approaches

3.21 Possible ways to resolve these issues include enacting NSW provisions that allow a legal personal representative to access the digital assets of a deceased person to administer their estate properly. This could include, for example, rights of access, control and copying (within the extent permitted by copyright laws) depending on

17. Probate and Administration Act 1898 (NSW) s 44.
18. Probate and Administration Act 1898 (NSW) s 81A.
19. Probate and Administration Act 1898 (NSW) s 85.
20. Probate and Administration Act 1898 (NSW) s 46.
22. Trustee Act 1925 (NSW) s 14A.
the deceased person’s explicit wishes and intentions. Such provisions would need to ensure that instruments and/or laws that would otherwise restrict access do not apply (for example, service agreements, criminal law and privacy law).

**Assisted decision-making laws**

3.22 The Powers of Attorney Act 2003 (NSW) ("Powers of Attorney Act") and the Guardianship Act 1987 (NSW) ("Guardianship Act") permit the appointment of “attorneys” and “financial managers” to manage a person’s property and financial affairs (their estate) when they do not have the decision-making ability to do so themselves.

3.23 In order to perform certain functions relating to the person’s property and financial affairs, an attorney or financial manager may need to access, for example:

- digital assets of financial value, and
- the person’s email and cloud accounts to find bank statements and other financial information about their assets.

**Difficulties in the context of digital assets**

3.24 Guardianship and powers of attorney laws do not specifically address the question of access to a deceased person’s digital assets. If other laws prevent access, an attorney or financial manager may be unable to perform their role effectively.

**Possible law reform approaches**

3.25 Ways to resolve these issues might include enacting NSW provisions that allow attorneys and financial managers to access the digital assets of a person to manage their estate. Such provisions would need to ensure that instruments and/or laws that would otherwise restrict access do not apply (for example, service agreements, criminal law and privacy law).

**Contract law: service agreements that restrict access**

3.26 When a person signs up for an online account or service, they must agree to the provider’s terms of service. These are contracts that govern the rights and

---

27. Law Society of NSW, Preliminary Submission PDI14, 1.
28. [3.26]-[3.59].
29. [3.60]-[3.67].
30. [3.68]-[3.70].
31. [3.26]-[3.59].
32. [3.60]-[3.67].
33. [3.68]-[3.70].
responsibilities of the user and the service provider, including in relation to using or transferring digital assets.35

3.27 The kinds of rights that users have in relation to their digital assets will depend on the type of asset and the terms of the service agreement. For instance:

- A gaming account might give a person the right to “play” a particular avatar in the game, as well as an individual licence to use the game software.
- Access to documents stored on an online server may or may not include the right to edit or download those documents, and/or share them with other users.36
- When a person purchases movies, music and eBooks online, an agreement will typically state that they acquire a non-transferable licence to use this content during their lifetime, rather than full ownership.37 This means that, for example, they may be prevented from bequeathing these purchases to beneficiaries when they die.

3.28 As well as limiting more traditional property rights, the terms of a service agreement may limit the intellectual property rights that a person would otherwise hold. For example, copyright, which is the exclusive right to reproduce, publish, communicate or adapt a particular work or subject matter,38 usually continues to be protected after the creator’s death.39 However, the terms of service agreements often interfere with the intellectual property rights of users and their successors.40

3.29 For instance, Google’s service agreement states that when users upload, submit, store, send or receive content through Google services, Google acquires “a worldwide license to use, host, store, reproduce, modify, create derivative works … communicate, publish, publicly perform, publicly display and distribute such content.”41 This license continues even if the user stops using Google services.

3.30 Many service agreements provide that the contract is between the user and the service provider, that the user’s account is non-transferable, and that the user is prohibited from sharing access information. Therefore, service providers may be unwilling or unable to allow anybody else to access a person’s account, even if authority has been granted through a will or power of attorney.42

---

38. See Copyright Act 1968 (Cth) s 31, s 85.
40. Australian Communications Consumer Action Network, Preliminary Submission PDI10, 5; A George, Preliminary Submission PDI15, 5.
A variety of provider approaches to third party access

3.31 Some service providers have policies about what will happen to a user's account upon death, but these policies vary.

3.32 Australian banks have slight variations in their policies and procedures but the process is generally the same for all of them. When a bank is notified of an account holder's death:

- All their accounts are frozen.
- Funds cannot leave the account but money coming into the account will still be accepted.
- Money may be expended from an account for funeral expenses or as otherwise permitted by the bank policy/agreement.
- The bank reviews its dealings with the deceased, then pays out all funds from any accounts to the deceased's estate through their representative, and closes those accounts.

3.33 The policy of different social media service providers is less consistent. One preliminary submission observes:

Whether a deceased user's social media profile is deleted, left unaltered, or placed into a 'memorialised' state ... is entirely a function of service provider policy and how bereaved families interact with these. 43

The policies of Facebook, Google, Yahoo! and Twitter illustrate this.

Facebook

3.34 Facebook users can authorise Facebook to deal with their account in two ways in the event of their death:

- appoint a legacy contact to look after their "memorialised" account, or
- choose to have their account permanently deleted from Facebook.

3.35 If a user does not choose to have their account permanently deleted, it will be memorialised if Facebook becomes aware of the user's death.

3.36 The process of "memorialising" a user's Facebook account involves Facebook making some key changes to it. For example:

- the word "remembering" is shown next to the user's name on their profile
- the legacy contact, if one is nominated, is allowed to update the profile and respond to new friend requests.

3.37 Depending on the privacy settings of the account, friends can continue to share memories on the user's timeline. Content the user shared (for example, photos and posts) stays on Facebook and is visible to the audience it was shared with.

---

43. P Stokes, Preliminary Submission PDI4, 3.
While the legacy contact can update the profile and respond to friend requests, they cannot log into the account, remove existing friends or read the user’s messages. However, a user may give their legacy contact permission to download an archive of the photos, posts and profile information they shared on Facebook.44

If the account holder did not nominate a legacy contact, an immediately family member or executor can request that the account be deleted or memorialised.45 Memorialised accounts that do not have a legacy contact cannot be changed.

**Google**

Google’s Inactive Account Manager Policy allows users to nominate trusted contacts to receive data if the user has been inactive for a certain period of time.46 The trusted contacts may be entitled to download data the user left them, or may simply be notified of the inactivity. If a user does not set up an Inactive Account Manager, Google may permit family members or executors to obtain certain data from the account or close the account. However, this process is discretionary and Google does not promise that requests will be granted.47

**Yahoo! and Twitter**

On the death of a Twitter user, a person authorised to act on behalf of the person’s estate, or an immediate family member, can ask for the account to be deleted.48 Twitter will not provide account access to anyone, irrespective of their relationship to the deceased.

Yahoo! accounts are non-transferable, and any rights to them terminate upon the account holder’s death.49

**Enforceability of service agreements**

One complication is that a service agreement that purports to prevent access to a person’s digital assets may not be enforceable.

Typically, a user will enter into a service agreement through a website or online service without necessarily accessing or reading the terms and conditions governing the agreement.50 This is unsurprising, as service agreements are often lengthy and contain complex legal language. Many agreements also allow the

---

service provider to alter the terms unilaterally and at any time.\textsuperscript{51} Therefore, issues can arise as to whether, in accordance with contract law:

- the user was given reasonable notice of the terms which would apply to the agreement\textsuperscript{52}
- the user was given sufficient notice of unusual or onerous terms, such as terms that limit the service provider’s liability or prevent a user from transferring their account, and
- particular terms are unfair or unjust.\textsuperscript{53}

**Issues of contract formation**

3.45 Online service providers generally employ one of two types of service agreement: “browsewrap” and “clickwrap” agreements:

- A **clickwrap agreement** presents the user with the terms of the agreement before they access the service or website. The user is required to click a button or a checkbox to indicate assent.

- A **browsewrap agreement** operates on the assumption that any additional “browsing” beyond the homepage of the website amounts to accepting the terms located elsewhere on the website.\textsuperscript{54}

3.46 There are arguments about whether the terms of clickwrap agreements are incorporated by signature or by notice. If they are incorporated by signature,\textsuperscript{55} the terms would bind the user even if they have not read them.\textsuperscript{56} If they are incorporated by notice, the service provider must have taken reasonable steps to bring the terms to the user’s attention at or before the time the contract was formed.\textsuperscript{57}

3.47 In a Federal Court of Australia case, Justice Rares upheld the enforceability of a clickwrap agreement and stated that “[b]y clicking on the relevant buttons and, by the computer bringing up all terms needed to purchase … the whole transaction was in writing, signed and agreed by the parties”.\textsuperscript{58} In a Victorian Civil and Administrative Tribunal matter, the Member held that the terms of a clickwrap agreement were validly incorporated by notice “even though … there was no underlining that might have prompted [the user] to click on a link in order to read

---


\textsuperscript{52} See Parker v South Eastern Railway Co (1877) 2 CPD 416.

\textsuperscript{53} P Mallam, S Dawson and J Moriarty, Media and Internet Law and Practice (Thomson Reuters, 2017) [25.224].


\textsuperscript{55} Clicking a checkbox may amount to a valid signature under the Electronic Transactions Act 1999 (Cth) s 10.

\textsuperscript{56} L’Estrange v F Graucob Ltd [1934] 2 KB 394.


\textsuperscript{58} eBay International AG v Creative Festival Entertainment Pty Limited [2006] FCA 1768, 170 FCR 450 [49].
them”. Instead, the Member observed that terms were available online for the user “to read in some other fashion, had he sought them”.59

3.48 Browsewrap agreements pose greater concerns in terms of enforceability. Using the website is said to constitute acceptance of the agreement, but the user must access the website in order to read the terms, or even become aware of them.60 Ordinarily, the small print at the bottom of the homepage will contain a hyperlink to a separate “Terms and Conditions” page alongside other links to pages such as the website’s privacy policy. Arguments can be made about whether this constitutes incorporation by notice or incorporation by reference. In either case, however, it can be argued that the website operators have not done all they could reasonably do to bring the terms of the browsewrap to the attention of the user. On this basis, the terms would not bind the user.61

3.49 An issue that affects both types of service agreements is the common law doctrine of “special notice”, which applies to a particularly onerous contract term.62 Such a term must be brought clearly to the attention of the party against whom it is to be enforced, by being “printed in red with a red hand pointing to it – or something equally startling”.63 Therefore, highly restrictive terms located in the small print of an agreement or accessible only via a hyperlink may not satisfy this requirement and could be unenforceable.

Unfair or unjust contract terms

3.50 It is not clear whether the terms of service agreements that restrict accessing or transferring a person’s digital assets would be enforceable under contract or consumer law. They could be considered unfair under the Australian Consumer Law (“ACL”) or unjust under the Contracts Review Act 1980 (NSW) (“Contracts Review Act”).

3.51 Under the ACL, a term of a standard form consumer contract is void if the term is unfair.64 A term is unfair if:

   (a) it would cause a significant imbalance in the parties’ rights and obligations arising under the contract; and

   (b) it is not reasonably necessary in order to protect the legitimate interests of the party who would be advantaged by the term; and

   (c) it would cause detriment (whether financial or otherwise) to a party if it were to be applied or relied on.65

59. Goldstein v Jumbo Corporation Ltd (Civil Claims) [2006] VCAT 2472 [26].
62. This obligation has been accepted in an online context: see Evagora v eBay Australia and New Zealand Pty Ltd [2001] VCAT 49 [15]-[16] which dealt with a misleading and deceptive conduct claim.
63. Thornton v Shoe Lane Parking Ltd [1971] 2 QB 163. 170. See also eBay International AG v Creative Festival Entertainment Pty Ltd [2006] FCA 1768, 170 FCR 450 [52].
64. Competition and Consumer Act 2010 (Cth) sch 2, Australian Consumer Law s 23(1).
3.52 Examples of unfair terms include terms that enable one party (but not another party) to terminate or vary the contract, and terms that penalise one party (but not another party) for a breach of the contract.\(^{66}\)

3.53 In determining whether a term is unfair, the court must also take into account the extent to which the term is transparent, and consider the contract as a whole.\(^{67}\) A term is transparent if it is expressed in reasonably plain language, legible, presented clearly, and readily available.\(^{68}\) However, some terms of service agreements may not be sufficiently “transparent”. Service agreements often run to several thousand words and use complex legal terminology and may incorporate the terms of other documents by reference. The documents incorporated by reference may in turn incorporate other documents by reference, creating a branching “tree” of agreements to which the user notionally assents.\(^{69}\)

3.54 In determining whether a contract is a standard form contract, a court must take into account:

(a) whether one of the parties has all or most of the bargaining power

(b) whether the contract was prepared by one party before any discussion between the parties

(c) whether one party was, in effect, required either to accept or reject the terms in the form presented

(d) whether one party was given an opportunity to negotiate the terms

(e) whether the terms take into account the specific characteristics of one party.\(^{70}\)

3.55 Many service agreements could be classified as standard form consumer contracts, for example, by not giving users an opportunity to discuss or negotiate terms. Agreements often provide that the service provider can unilaterally change the terms of the agreement in any way, at any time, without notice to the user, or with “notice” in a manner that is unlikely to come to the attention of the user (for example, by updating the terms on a website page).\(^{71}\)

3.56 A term in a service agreement could also be “unjust” under the Contracts Review Act 1980 (NSW). “Unjust” includes “unconscionable, harsh or oppressive”.\(^{72}\) Where all or part of a contract is found to be unjust, the court has a range of options to avoid an unjust result, including refusing to enforce some or all of the contract.\(^{73}\)

3.57 In determining whether an agreement or a term is unjust, the Court must have regard to the public interest and to all the circumstances of the case, including the

---

66.  *Competition and Consumer Act 2010* (Cth) sch 2, Australian Consumer Law s 25(b), s 25(c), s 25(d).


68.  *Competition and Consumer Act 2010* (Cth) sch 2, Australian Consumer Law s 24(3).


70.  *Competition and Consumer Act 2010* (Cth) sch 2, Australian Consumer Law s 27.


72.  *Contracts Review Act 1980* (NSW) s 4 definition of “unjust”.

consequences of compliance or non-compliance with the contract’s provisions. Additionally, the court must have regard to a non-exclusive list of factors, including:

- any inequality in bargaining power between the parties
- whether the contract’s terms were the subject of negotiation
- whether it was reasonably practicable to negotiate to alter or reject any of the provisions
- whether the provisions impose conditions which are not reasonably necessary to protect the legitimate interests of the parties, and
- the physical form of the contract and the intelligibility of its language.

As with factors set out in the ACL, many of these factors would be relevant to service agreements.

Possible law reform approaches

One way to resolve these issues might be to prevent the operation of terms of service agreements that restrict third party access in limited circumstances. One of these circumstances might be when the user has died or is incapacitated, and access is required to deal with their assets under another law. If the law is clear that access is allowed in certain limited cases, parties will not need to engage in expensive litigation to settle the question of whether a service agreement is enforceable.

Criminal law

Under the *Criminal Code* (Cth) and the *Crimes Act 1900* (NSW), it is an offence for a person to cause any unauthorised access to, or modification of, restricted data held in a computer, knowing that the access or modification is unauthorised. Therefore, a person who accesses another’s computer upon death or incapacity, and knows that they do not have clear authorisation to do so, could be at risk of prosecution. Potential criminal liability may therefore discourage fiduciaries from accessing digital assets held on a computer.

The scope of the offences is wide. They do not require an intention to commit or facilitate the commission of another offence. There is also no defence of “lawful excuse”, unlike the previous version of the offence.

The concepts of “access”, “computer” and “restricted data” are also extremely broad. “Computer” is not defined in the NSW or Commonwealth offences, meaning

---

76. See *Criminal Code* (Cth) s 478.1; *Crimes Act 1900* (NSW) s 308H. The maximum penalty is 2 years’ imprisonment.
79. *Crimes Act 1900* (NSW) s 309(1) which has been repealed, previously expressed the offence by reference to a lack of “lawful excuse” in the person accessing the computer system.
that they could apply to accessing restricted data on any computer at all. For both
offences, “restricted data” means any data that are subject to an access control
system, such as a password. Therefore, any files stored on a device that has a
login password would be considered “restricted data”.

3.63 “Access to data held in a computer” is defined to mean:

(a) the display of the data by the computer or any other output of the data from
the computer; or

(b) the copying or moving of the data to any other place in the computer or to a
data storage device; or

(c) in the case of a program – the execution of the program.

3.64 In this definition, “access” is tantamount to “use” of the data, as any contact with the
data that causes the computer to respond will amount to access.

3.65 The scope of the offences is limited by the requirement that the access be
“unauthorised”. “Unauthorised access” simply means that the person is not “entitled”
to access the relevant data, rather than the computer itself. Therefore, a general
entitlement to a person’s computer under a will or a power of attorney arrangement
may not be sufficient to authorise access to data held on the computer. Moreover, if
a person is violating a service provider’s agreement by accessing the data, they
may be “unauthorised” for the purposes of the offence.

3.66 Another issue is that even if someone has made provision in a will or power of
attorney for another person to access their digital assets, it may not be clear what
sort of authority they intended to confer. If the permission is expressly or impliedly
limited to access for a particular purpose, then access for another purpose will be
unauthorised.

Possible law reform approaches

3.67 Ways to resolve these issues might include:

- introducing a defence in limited circumstances, for example, when access is
required to deal with a person’s digital assets under another law, or

- drafting a law specifically about third party access to digital assets to ensure
that in limited circumstances the relevant criminal offences do not apply, for

---

80. Criminal Code (Cth) s 478.1(3); Crimes Act 1900 (NSW) s 308B.
82. Criminal Code (Cth) s 476.1(1); Crimes Act 1900 (NSW) s 308.
84. Criminal Code (Cth) s 476.2(1); Crimes Act 1900 (NSW) s 308B(1).
86. S Brown Walsh, N Cahn and C L Kunz, “Digital assets and fiduciaries” in J A Rothchild (ed)
Research handbook on electronic commerce law (Edward Elgar, 2016) 100. See also NSW
Council of Civil Liberties, Preliminary Submission PDI8, 6.
87. See, eg, DPP (Vic) v Murdoch (1993) 1 VR 406; Gilmour v DPP (Cth) (1995) 43 NSWLR 243;
Morgan v Commissioner of Police [2010] NSWIRComm 67; Salter v DPP (NSW) [2011] NSWCA
190.
88. Confidential, Preliminary Submission PDI7.
example, by addressing the question of what constitutes “unauthorised access”.

**Privacy law**

3.68 The legislative framework for privacy protection in Australia has a limited impact on access to digital assets. There is no right to privacy enshrined in the Australian Constitution, and legislation at the Commonwealth and state levels does not provide an enforceable right to privacy. The privacy laws that do exist regulate the handling of personal information by public sector agencies, not individuals or corporations, and tend not to extend protection to deceased people.

3.69 The US *Stored Communications Act* (“SCA”), discussed above, which prohibits providers of certain electronic services from divulging the contents of a communication carried or maintained on their service, potentially has more of an impact for many NSW residents than any Australian laws. This is particularly the case for users of web-based email and social media.

**Possible law reform approaches**

3.70 Ways to address the operation of US privacy laws affecting NSW residents might include enacting NSW provisions that require service providers to give third parties access in limited circumstances, for example, when access is required to deal with a user’s assets under another law.

---

91. See *Privacy Act 1988* (Cth); *Information Privacy Act 2014* (ACT); *Privacy and Data Protection Act 2014* (Vic); *Information Privacy Act 2009* (Qld); but see *Personal Information and Protection Act 2004* (Tas); *Information Act* (NT).
92. [2.9], [3.4].
4. Developments in other jurisdictions

In brief

Some other jurisdictions and bodies have recently enacted or proposed laws that specifically address the question of who can access a person’s digital assets after their death or incapacity and in what circumstances. These include the United States, Canada, the European Union, and the Council of Europe.
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4.1 While the growth of digital assets has outpaced state and Commonwealth legislation in Australia, other jurisdictions have been quicker to respond. In Canada and the US, uniform law committees have proposed model legislation to facilitate a fiduciary’s access to digital assets while still upholding the privacy of users and the interests of service providers. Some preliminary submissions support such laws for NSW.

United States

4.2 In 2014, the Uniform Law Commission in the US adopted the Uniform Fiduciary Access to Digital Assets Act (“UFADAA”). The intention of the UFADAA was to spell out the rights of fiduciaries with respect to users’ digital assets.

4.3 In part, the UFADAA was needed because all 50 states in the US have criminal laws that prohibit unauthorised access to digital assets. Additionally, the federal Stored Communications Act (“SCA”) prevents service providers from disclosing the content of users’ electronic communications.1

4.4 A revised version was adopted in 2016 following concerns raised by internet service providers and civil liberties groups over privacy.2

4.5 Most US states have enacted the Revised Uniform Fiduciary Access to Digital Assets Act (“RUFADAA”).3 Under RUFADAA, a fiduciary’s access to the deceased or incapacitated person’s electronic communications is restricted unless the person

1. 18 US Code §2701-2712.
expressly consented to such access in a will, trust agreement, power of attorney or other legal record.  

4.6 The RUFADAA definition of digital assets only includes electronic records in which the individual has a property right or interest. Where an individual’s instructions address the ability of third parties to access their digital assets, these instructions are prioritised over service access agreements. An instruction provided through an online tool, such as Facebook’s Legal Contact tool, will override a contrary direction in an estate plan.  

4.7 If there are no explicit instructions, the terms of the service agreement will be followed. If the service agreement does not address fiduciary access, then the default rules of the RUFADAA will apply. Under these rules, fiduciaries can only access a catalogue of the person’s electronic communications and not their content. A “catalogue” is essentially “log-type” information, such as the email addresses of the sender and the recipient, and the date and time that the communication was sent.  

4.8 The RUFADAA covers the following types of fiduciaries:  
- personal representatives of deceased estates  
- appointed guardians  
- attorneys acting under a power of attorney, and  
- trustees.  

The RUFADAA does not cover family members and friends who are not fiduciaries.  

Canada  

4.9 In 2016, the Uniform Law Conference of Canada adopted the Uniform Access to Digital Assets by Fiduciaries Act ("UADAFA") that draws on the 2014 UFADAA. Before this, only Alberta had legislated to address directly some of the issues

---

Developments in other jurisdictions

4.10 The UADAFA defines a “digital asset” more broadly than the US law. Essentially, fiduciaries have access to all relevant electronic communications and online accounts that provide evidence of ownership or similar rights. “Digital asset” is defined as “a record that is created, recorded, transmitted or stored in digital or other intangible form by electronic magnetic or optical means or by any other similar means”. The definition refers to any type of electronically stored information, such as information stored on a computer and other digital devices, content uploaded onto websites, and rights in digital property such as domain names and material created online.

4.11 Unlike the US model law, the UADAFA does not distinguish between a catalogue of an account holder’s electronic communications and the content of these communications. Therefore, a fiduciary who has a default right to access a digital asset of an account holder “is deemed to have the consent of the account holder for the custodian to divulge the content of the digital asset to the fiduciary”. This default position can only be changed by the terms of a power of attorney, trust, will or a grant of administration, a court order, or instructions in an agreement separate to the general service agreement. If there is more than one such instruction, the “last-in-time” instrument or order takes precedence.

4.12 A term in a service agreement that limits fiduciary access to digital assets contrary to the UADAFA is void, unless the account holder assents to it in a separate, affirmative act.

4.13 According to the drafters of the UADAFA, Canadian privacy laws do not prevent fiduciary access under the Act because the fiduciary is obliged to obtain the information in order to fulfil their duties. Additionally, for the purposes of Canadian criminal laws dealing with the unauthorised use of a computer or computer service a fiduciary is an “authorised user of the property”.

---

10. *Estate Administration Act 2014* (Alberta) s 1(g) definition of “personal representative” only applies to personal representatives of deceased people.


European Union

4.14 The European Union (“EU”) adopted the General Data Protection Regulation (“GDPR”) in 2016. It became binding upon all member states on 25 May 2018. The GDPR primarily aims to give control to individuals within the EU over their personal data, and to simplify the regulatory environment for international businesses. 20

4.15 An important provision of the GDPR is the right to be forgotten (as it is commonly known). 21 This allows individuals to ask search engines to remove links with their personal information. However, it is unclear whether people can request information to be deleted for someone who has died or does not have capacity. 22

4.16 Under the “opting-in” provisions of the GDPR, users must give informed consent before service providers can share their personal data with marketers and others. 23 Violations of the GDPR attract significant penalties: 4% of global turnover or €20 million, whichever is higher.

4.17 The GDPR excludes the data of deceased people from protection, but allows member states to recognise post-mortem privacy. 24 Some states have already done so. For instance, in France, under the Digital Republic Act of 2016 people can register with a certified third party or the service provider general or specific directives for the preservation, deletion and disclosure of their personal data after death. 25

Council of Europe

4.18 In May 2018, the Council of Europe adopted an amending Protocol, known as Convention 108, which updates the Convention for the Protection of Individuals with regard to Automatic Processing of Personal Data (“Convention”).

4.19 The Convention is the first binding international instrument which seeks to protect individuals from the abuses that can result from the collection and processing of personal data. It also seeks to regulate the cross-border flow of personal data. As at July 2018, 54 countries are parties to the treaty. Australia is an observer country, which means that it can participate in the Council of Europe’s activities, but cannot vote or propose resolutions.

20. STEP Australia, Preliminary Submission PDI6, 15.
The Convention sets out several basic principles for data protection. For example, Article 5 provides that personal data that is “automatically processed” must be “obtained and processed fairly and lawfully”, “stored for specified and legitimate purposes and not used in a way incompatible with those purposes”, and “adequate, relevant and not excessive in relation to the purposes for which they are stored”. Additionally, Article 7 provides that “Appropriate security measures shall be taken for the protection of personal data stored in automated data files against accidental or unauthorised destruction or accidental loss as well as against unauthorised access, alteration or dissemination”.

**Preliminary submissions on these developments**

4.21 A number of the preliminary submissions we received reference the approaches outlined above. One is interested in the idea of the GDPR’s “right to be forgotten”.26

4.22 The University of Newcastle Legal Centre suggests that the definitions of “digital assets” used in USA and Canadian legislation have limitations. It recommends that a definition of digital assets should include illustrative examples and exclusions.27

4.23 The Law Society of NSW considers the definition used in the US legislation to be “the most comprehensive and suitable” definition currently used but says that any definition should cover “any electronic records in which [the relevant person has] a right or interest”.28

4.24 Another submission prefers the Canadian definition, but thinks its use of the term “record” is inappropriate.29

4.25 The Law Society of NSW submits that including the US model’s classification of four types of fiduciaries would be appropriate, but suggests adding a fifth type – the executor or next of kin for small estates. In such cases, probate should not be required for small estates to enable a named executor or next of kin to access the digital assets.30

4.26 Overall, the Society of Trust and Estate Practitioners (“STEP”) prefers the Canadian model to the US one, citing in particular the fact that the Canadian model:

- makes a fiduciary’s right of access subject to the terms of the instrument appointing the fiduciary, rather than the terms of a service agreement, and
- has a “last-in-time” priority system, ensuring a person’s most recent instruction concerning the right to access a digital asset takes priority.31

---

5. Approaches to reform

In brief

We discuss the case for legislative reform to enable certain categories of people to access another person’s digital assets upon death or incapacity. We consider whether this should be NSW or Commonwealth reform, and discuss the limited application of NSW legislation in a digital context. Finally, we list some possible reforms and invite submissions on specific questions.

The case for law reform

5.1 Our preliminary view is that there are substantial policy grounds for legislative reform to govern when third parties can access a person’s digital assets upon death or incapacity.

5.2 The increasing accumulation, value and significance of digital assets, and the current legal uncertainties, are all reasons why specific legislation may be needed.

5.3 We should aspire to a clear and effective legal framework about third party access to digital assets that will address the current problems and strike an appropriate balance between competing considerations.

State or Commonwealth provisions?

5.4 Given the global nature of digital assets, and the regular movement of Australians within the country, it makes sense for Australian states and territories to have the same laws about third party access to digital assets. A number of preliminary submissions support this approach.¹

5.5 We agree that this is preferable, and believe that it can be achieved in a number of ways. One way is for the Commonwealth to enact provisions that apply across

---

¹ M Dignam, PDI03, 1; STEP, Preliminary Submission PDI6, 4.
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Australia. Another way is for one state or territory to enact model provisions that can be adopted in elsewhere.

The limitations of law reform – the problem of applicability

5.6 It is important to note that due to the global nature of digital assets, NSW laws may not apply in certain cases, even if the digital assets in question are those of a NSW resident. Legislation should be drafted to ensure that its application is as broad as possible. We set out some of the key considerations below.

The proper law

5.7 The “proper law” means the law that applies in situations where a conflict of laws occurs. It determines the jurisdiction or system of law under which a case should be heard. Due to the intangible and global nature of digital assets, it is sometimes difficult to determine what the “proper law” is.

5.8 The proper law of digital assets that are not regulated by a service agreement, such as photos and videos stored on a computer, is generally the law of the place where the deceased or incapacitated person lives or lived. However, if a digital asset is regulated by a service agreement, such as an online account, or the content stored within it, the situation is less clear.

5.9 Often service providers will identify in their service agreement what law they want applied. For instance, Facebook’s service agreement provides that “the laws of the State of California” apply to all users except German users.

5.10 The freedom of parties to choose which law governs a contract is not absolute. The chosen law will not be applied if the legislation of the forum (the place hearing the dispute) overrides either the express choice of the law or its effect. For example, in Australia, the consumer protections in the Australian Consumer Law provide that, if the proper law of the contract would be the law of any part of Australia but for a term in the contract that provides otherwise, the provisions of the ACL apply despite that term.

5.11 Where there is no express choice of law in a contract, the court will imply a choice of governing law from particular terms and the surrounding circumstances. Where there is no express choice and one cannot be implied, the contract will be governed by the law of the jurisdiction with the “closest and most real connection” to the contract. Ordinarily, this depends on factors such as the place of contracting, the subject matter of the contract, the place of performance and the nationality or domicile of the parties. In the digital context, relevant factors may therefore include:
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the location of the service provider’s headquarters

the location of the service provider’s servers

the location of the account holder, and

the location of the communications equipment transmitting information between the provider and the user of the account.9

Possible law reform approaches

5.12 To ensure that any NSW legislation about third party access to digital assets has as broad an application as possible, it might be that the legislation should specify that NSW law is the proper law in all cases where the user is a NSW resident, and despite conflicting “proper law” clauses in service agreements.

The proper forum

5.13 Where there is a dispute about accessing or transferring a digital asset, the question of whether a particular court can hear the dispute is determined by choice of forum principles. If a dispute is brought before an Australian court, the main considerations affecting the court’s decision whether to stay (halt) the proceedings are:10

- whether there is an applicable mandatory law of the forum, which directs the Australian court to retain or decline jurisdiction11

- whether the parties to the dispute have contractually agreed to litigate in a particular court, and

- whether the forum is “clearly inappropriate” (forum non conveniens) so that the court can decline to exercise jurisdiction when the proceedings are vexatious or oppressive, or an abuse of the court’s process.12

5.14 In deciding whether the Australian court is a clearly inappropriate forum, the court will consider whether there is any legitimate advantage to the plaintiff of litigating in the forum,13 such as the availability of a remedy under Australian legislation.14

Forum selection clauses

5.15 International contracts often include a clause that refers disputes to a particular court. For instance, Facebook’s service agreement provides that claims are to be

---

9. STEP Australia, Preliminary Submission PDI6, 10.
11. See, eg, Carriage of Goods by Sea Act 1991 (Cth) which provides for the exclusive jurisdiction of Australian courts in contracts for the international carriage of goods by sea, from any Australian port.
14. Telesto Investments Ltd v UBS Ag [2013] NSWSC 530 [170]-[171].
brought “exclusively in the US District Court for the Northern District of California or a state court located in San Mateo County.”

5.16 If a plaintiff institutes an action in breach of an exclusive jurisdiction clause, and the defendant applies for a stay of proceedings, the court will generally grant a stay, unless the plaintiff demonstrates strong cause for not doing so. In exercising its discretion, the court should consider factors such as the location of evidence, whether the law of the foreign court applies, with what country the parties are connected, and whether the defendant genuinely desires a trial in the foreign country or is seeking a procedural advantage. However, when a clause is a non-exclusive forum selection clause (that is, it does not purport to grant to the courts of one country exclusive jurisdiction to hear a dispute), then the burden on the party seeking to sue elsewhere is not as high.

5.17 It may be the case that a forum selection clause in a service agreement will not be upheld where a fiduciary or relative is seeking access to digital assets. In one case, a Massachusetts state court refused to uphold a forum selection clause in Yahoo!’s service agreement that nominated the courts of California. The court concluded that the administrators of the deceased user’s estate could not be bound by the service agreement because they were not parties to it.

5.18 A forum selection clause may be void for unfairness under the Australian Consumer Law. Terms that may be considered unfair include terms that limit, or have the effect of limiting, a right to sue. A forum selection clause that requires users to bring legal proceedings in a foreign court may be unfair, as such proceedings may prove too costly for the size of the claims that most users would bring.

**Possible law reform approaches**

5.19 If NSW legislates to permit fiduciary access to digital assets upon death or incapacity, the legislation may need to clarify the appropriate forum for the resolution of access or ownership disputes. One possible approach, where a fiduciary has brought the action, is to make any forum selection clause in a service agreement ineffective if it purports to deprive a NSW court of jurisdiction.

**Data stored overseas**

5.20 Another potential difficulty with any NSW legislation is whether it can be applied to reach data stored outside the jurisdiction by electronic communication service providers, such as email, or remote computing services, including cloud computing.

---

Possible law reform approaches

5.21 NSW legislation could make it clear that it applies to the data of NSW residents regardless of where it is stored. An example of such an approach, in the criminal investigation area, can be seen in the US *Clarifying Lawful Overseas Use of Data Act* ("CLOUD Act")\(^2\) which was enacted in March 2018. The Act has extraterritorial effect so that the US government can now directly seek a warrant for data within the possession, custody or control of providers based in, or operating in, the US, irrespective of where the data are stored.

Suggestions for reform

5.22 Having considered the difficulties with the law in this area, we are of the view that, in the absence of Commonwealth action, a possible legislative approach could be to enact NSW provisions that explicitly allow a particular class of person to access a person’s digital assets upon death or incapacity, in limited circumstances.

5.23 Preliminary submissions have made some suggestions about what any such provisions could contain. For example, they could:

- be based on existing models in other jurisdictions, such as in the US or Canada
- specify when NSW law is to be considered the proper law and a NSW court the relevant forum
- define “digital assets”, for example, in a way that:
  - is “sufficiently broad to cover the types of assets currently in existence, but also flexible enough to encompass relevant classes or types of assets that may come into existence in the future”\(^{23}\)
  - incorporates examples and exclusions of what constitutes a digital asset,\(^{24}\) and
  - distinguishes between financial and sentimental assets so that specific considerations and rules can apply separately to each class\(^{25}\)
- determine:
  - which third parties should have access rights to what assets
  - who should have the authority to decide what happens to a person’s digital assets, and
  - what should happen if relevant parties disagree
- clarify how the wishes of a person should be taken into account when deciding about their digital assets upon death or incapacity

---

22. 18 US Code §2523.
exempt the operation of service agreements and privacy laws in defined circumstances

impose obligations on service providers, such as Facebook, Instagram and Twitter, to ensure that, before accessing an account, users advise what they want to happen to their digital assets upon death or incapacity26

provide for the way in which relevant non-legislative tools (such as digital legacy services) should operate

clarify the effect of existing laws that potentially create a barrier to access, such as succession and criminal laws

set general or specific directives to preserve, delete or disclose a person’s data upon death27

make it an offence to misuse a person’s digital assets after death or incapacity28

freeze or suspend a person’s digital assets after their death or incapacity to avoid misuse or identity theft.29

Questions

5.24 Following are some questions to guide your response to the issues raised in this consultation paper. However, there may be issues that have not been raised or included to date. We welcome submissions on these questions and any other issues that you think are relevant to the review.

Questions

(1) When a person dies what should it be possible for third parties to do in relation to the person’s digital assets? In particular:

(a) Who should be able to access those assets?
(b) What assets should they be able to access?
(c) For what purposes should they be able to access them?
(d) What documentation should be needed to authorise a person to access those assets?
(e) What restrictions should there be on that access?

(2) When a person otherwise becomes incapable of managing their digital assets what should it be possible for third parties to do in relation to those assets? In particular:

(a) Who should be able to access those assets?

27. See, eg, Loi n 2016-1321 du 7 octobre 2016 [Law No 2016-1321 of 7 October 2016, Digital Republic Act] (France) art 63(II). See also M Dignam, Preliminary Submission PDI3, 1; P Stokes, Preliminary Submission PDI4, 4-5; STEP Australia, Preliminary Submission PDI6, 4.
(b) What assets should they be able to access?
(c) For what purposes should they be able to access them?
(d) What documentation should be needed to authorise a person to access those assets?
(e) What restrictions should there be on that access?
(3) Should NSW enact a law that specifically provides for third party access to a person’s digital assets upon death or incapacity? Why or why not?
(4) If NSW were to legislate to provide specifically for third party access to a person’s digital assets upon death or incapacity:
   (a) How should the law define “digital assets”?
   (b) How can the law appropriately balance privacy considerations with access rights?
   (c) How can the law best overcome conflicting provisions in service agreements?
   (d) How can the law best overcome provisions in service agreements that apply the law of some other jurisdiction?
   (e) What else should the law provide for?
(5) What alternative approaches might be desirable to deal with the issue of third party access to digital assets upon death or incapacity?
(6) What amendments could be made to existing NSW laws to ensure appropriate third party access to digital assets upon death or incapacity?
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